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Compliance

Management
Guideline

1 Intent
The University is committed to meeting its obligations required by law and industry standards, as well as standards of good corporate governance, best practices, ethics and community expectations. As members of the University Community, all Staff Members have to uphold the University’s values and standards of compliance.

The intent of this document is to describe and clarify the University’s legislative compliance management process and establish accountability for the management of identified Compliance Risks.

ISO 3720:2021 Compliance Management Systems is the standard that provides guidance for maintaining an effective and responsive compliance management system within an organisation. The University’s approach to identifying and managing Compliance Risk is aligned with this standard.
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(A). This Guideline is to be read in conjunction with the following —
Risk Management Policy; 

Risk Management Guidelines; and

Compliance Register.
2 Accountability
Senate

Holds ultimate responsibility for the University’s compliance with legal and government policy obligations.

Audit & Risk Committee

Assists the Senate in fulfilling its responsibility for the University’s compliance with legal and government policy obligations.

Executive

Responsible for oversight of compliance management across the University.
The Vice-Chancellor (along with the Director Governance and General Council) signs the annual compliance assurance report, attesting to the University’s compliance with its legislative obligations.

The Senior Deputy Vice-Chancellor (SDVC) appoints Compliance Risk Champions for each Act included in the Compliance Register to support Compliance Risk management processes.

The SDVC with the support of UWA Risk, hosts quarterly Compliance Risk meetings.

Heads of Business Units and Schools

Must be aware of the laws, regulations and obligations that affect their Business Units.

Must ensure all relevant Staff Members in their Business Unit are aware of the laws, regulations and obligations that affect their day-to-day University Activities.

Develop, implement and monitor internal controls to mitigate Compliance Risk.

Complete the annual compliance certification form, providing details of any compliance concerns and breaches.

Report Compliance Risk issues and failures (breaches) to the relevant Executive Member and UWA Risk.

Compliance Risk Champions

Monitor legislative and industry changes that may affect the compliance obligations of the University and advise UWA Risk of any changes that will impact the University.

Report Compliance Risk matters, concerns, correspondence/ notices, issues, failures (breaches) and near misses to UWA Risk and the relevant Executive Member.

Provide guidance and support to Staff Members on compliance with legislative obligations relevant to their areas of responsibility.

Attend and contribute to Compliance Risk meetings organised by the SDVC and UWA Risk.

Provide input to UWA Risk for compliance reporting to the ARC and Senate.

Perform an annual Risk assessment for the legislation they are linked to.

Director Governance and General Counsel, and UWA Risk
Director Governance & General Counsel (along with the Vice-Chancellor) will sign the annual compliance assurance report, attesting to the University’s compliance with its compliance obligations.

Inform the Audit and Risk Committee of compliance issues, such as breaches, Risks of future breaches, correspondence/notices from regulators and remedial actions taken to address identified issues.

Provide guidance and support to Risk owners and Business Units to enable the University to maintain an appropriate fit for purpose compliance program.

Maintain the Compliance Register.

Support the SDVC in running quarterly Compliance Risk meetings.

Staff Members
Maintain up-to-date knowledge of compliance obligations that affect their activities.

Report compliance breaches in accordance with Section 4.1.
3 Compliance Management Process

Maintain Compliance Obligations

Compliance Risk Champions must maintain an up-to-date knowledge of the Acts they champion and must make UWA Risk aware of any significant changes to these Acts or their regulations.

All Staff Members must maintain an up-to-date knowledge of compliance obligations that affect their activities. UWA Risk will, together with Compliance Risk Champions and the relevant Executive Member, ensure appropriate communications to the University Community in regard to the relevant Acts.

Compliance Risk Assessment

Compliance Risk Champions must perform an annual Risk assessment for the legislation they are linked to.

Risk Treatment

Once a Risk rating is determined, a decision is made as to whether the Risk level is acceptable or whether treatment is required.

The purpose of Risk treatment is to modify a Risk. There are a number of Risk treatment options available, including reducing the Risk. The Risk may be reduced by implementing a treatment plan that —
reduces either —
the consequence, the likelihood or both of the Risk event;

its severity if the Risk was to occur;

or

shares the Risk with another party or parties (including contractors).

A treatment plan is required for Risks attracting an overall rating of ‘Moderate’ and above, and for Risks that are outside of appetite (refer UWA Risk Appetite Statement).

Monitoring and Reporting

Business Unit heads or Delegates must develop appropriate measures for effective monitoring of compliance obligations, such as periodic review of the effectiveness of controls through consultation, observation or sample testing.

Compliance Risk Champions, and any other employees, should notify UWA Risk if they become aware of new legislation (including subsidiary legislation, such as rules, regulations and by-laws), or changes to existing legislation, that may affect the University.

UWA Risk will prepare regular reports to the Audit and Risk Committee covering legislative updates on key Acts, on material new legislation that affects the University, changes in Compliance Risk profile, compliance breaches, correspondence/notices from regulators and incidents.

Compliance Risk Meetings

The SDVC with the support of UWA Risk will host quarterly Compliance Risk meetings. The meetings will provide a forum to discuss legislative updates, incidents and issues. It is expected to promote cross functional collaboration and improve compliance monitoring and reporting.

Invitees will include Compliance Risk Champions and Directors of Business Units identified to have significant compliance responsibilities.
4 Compliance Register

The Compliance Register —
identifies the prioritised Acts that are relevant to the entire University or multiple schools/Business Units, and where non-compliance carries the largest Risks (inherent Risk); 
maintains a record of Compliance Breaches, correspondence/ notices from regulators and incidents.

It should be noted that compliance with legislative obligations is mandatory, regardless of whether or not an Act forms a part of the University’s Compliance Register.

4.1 Reporting Compliance Breaches, Potential Breaches and Incidents

Compliance breaches and potential breaches can be identified from numerous sources, including but not limited to —
University Business;

University Activities;

Student or Staff Member or investigation Complaint;

general public enquiry or Complaint;

compliance monitoring activities; and

the results of an internal or external audit.

Staff Members should report breaches and incidents (including suspected or potential breaches) of legislative obligations, regardless of whether those breaches involve themselves or someone else.

Every Staff Member should report compliance breaches and incidents —
to their Manager, Business Unit head, Executive Member or UWA Risk; or

through established relevant University channels (e.g. UWA Safety and the Integrity and Standards Unit).

Reports should be made promptly, ensuring that actions can be put in place immediately to either prevent the breach or lessen the consequences of the breach.

An assessment of each compliance breach/incident should be undertaken immediately. The relevant Manager where the breach/incident has occurred is responsible for the resolution of the breach/ incident in consultation with other relevant Business Units, as required.

If specifically relevant policy, procedure, or legislation includes any dedicated processes for handling compliance failures, then those processes will take precedence over the above provisions. Please refer to any policy or legislative provision which relates to the relevant Business Unit in the first instance e.g. if a safety related hazard, incident or near miss occurs in the workplace or on Campus, it must be reported to the Manager or Supervisor responsible for the Business Unit. It must also be reported in the UWA Incident Portal (Camms).

UWA Risk will maintain a central record of breaches and incidents which will be provided to the Audit and Risk Committee and Senate at an agreed frequency.

Reporting Correspondence/ Notices from Regulators

A copy of any correspondence/ notice received from a Government agency or regulator in relation to University legislative obligations (e.g. regulator reviews, site visits, review outcomes/ findings etc) should be forwarded to —
your Manager, Business Unit head or Executive Member and

UWA Risk.

5 Questions

Please contact UWA Risk —
· Jiby Abraham – Manager, Strategic Assurance

· jiby.abraham@uwa.edu.au 

· 6488 4759

· Naomi Smith – Risk and Compliance Officer (part time)

· naomi.smith@uwa.edu.au  
· 6488 3271

Report compliance breaches and correspondence/ Notices from regulators to —
· legal@uwa.edu.au 
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