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Change your Default Multi-factor Authentication 
(MFA) Method 
 

1. On your computer, browse to https://uwa.edu.au/mfasetup and log in with your UWA 
account: 

• For students, use studentID@student.uwa.edu.au 

• For staff, use staffID@uwa.edu.au 

• For visitors and guests, use visitorID@ext.uwa.edu.au 

2. Navigate to the Security info tab on the left. 

3. Click Change next to “Sign-in method when most advisable is unavailable” at the top of 
the webpage. 

4. From the dropdown menu, select your preferred default sign-in method.  

The UWA Cyber Security Team strongly recommend using Microsoft Authenticator 
(“App based authentication – notification” or “App based authentication or 
hardware token – code”)  

5. Click Confirm  
 

Additional support resources and contacts are available via the UWA MFA website. 
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