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Social Media
Policy

1 Purpose

(A). The purpose of this Policy is to —

express the required Social Media behaviours and practices of the University; and

and contribute to maintaining a University culture of Integrity.
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This Policy is to be read in conjunction with the following —

Register and Create UWA-related Social Media Accounts Service Directory Page.
2 Scope
The scope of this Policy applies to the entire University Community when there is an association with the University. 
2.1 Institutional Scope

The scope of this Policy applies to the entire University.

2.2 Individual Scope

This Policy applies to the entire University Community.

3 Social Media

Social Media means interactive computer-mediated technologies enable users to create, share, exchange information, ideas, opinions, and various forms of content within virtual communities and networks, and includes but is not limited to —
Facebook;

Instagram;

LinkedIn;

Reddit;

Snapchat;

Spotify;
TikTok;
WeChat;

Weibo;

X (Twitter); and

YouTube.
3.1 Social Media Accounts
University Social Media Account means a Primary UWA Social Media Account or UWA-related Social Media Account.

Primary UWA Social Media Account means an approved University Social Media Account, channel, group, or network managed by Brand, Marketing and Recruitment (BMR).

UWA-related Social Media Account means an approved University Social Media Account, channel, group, or network managed by a Business Unit that includes mention of the University its Social Media Account name.

Non-University Social Media Account means any social media account, channel, group, or network that is not approved by BMR.
Social Media Content
Social Media Content means any content that is shared by individuals or Business Units on social media platforms including images, video, audio, text, GIFs, graphics, infographics, and links.

The University will treat Social Media Content on University Social Media Accounts.
4 Appropriate Use of Social Media

The University will support the use of Social Media as part of University Activity.
The University will consider Social Media to have been used in association with the University in one or all of the following circumstances —

the Social Media Content is related to the University, its  University Officers, Students or other members of the University Community;

there is an expressed or implied affiliation with the University;

the Social Media Account is accessed using the  IT Services, IT Assets and/or University Information.

The University Community must not, when using social media for private purposes, bring the University into disrepute, and should take care to avoid activity that could damage their good standing with the University.
The University Community must seek approval from BMR before using the University’s name or logo on Social Media Account names. 
The University Community must not use the University’s name or logo to promote or endorse any product, business, cause, religion, or political party or candidate. 

Do not share confidential or proprietary information about the University on Social Media. 
Do not publish information about future projects, pricing decisions, unannounced report findings and other information which may jeopardise the performance or advantage of the University.

Do not share Personal Information or Sensitive Information related to the University on Social Media. Familiarise yourself with the Information Privacy Policy to understand what these types of information are. 
Do not share the Intellectual Property of someone else on Social Media without that person’s consent. 
Members of the University Community must not be compelled to join a University Social Media Channel.
4.1 Social Media Rules 
The University Community must take care when on social media to —

abide by the University’s Policies and Values; 

be respectful; and

be accurate and honest; and

protect confidentiality and privacy; and

be lawful and avoid potential legal risks; and 

comply with Commonwealth and State Legislation; and

protect and uphold the goodwill and reputation of the University. 

Establishing University Social Media Accounts
All University Social Media Accounts, channels, groups, or networks must be approved by BMR and need to address the following criteria when submitting an application —

there is a genuine business need for the new Social Media Account;

the Social Media Account will help promote the University and its strategic objectives; and

the Social Media Account will be resourced appropriately.

Business Units can make an application for a new UWA-related Social Media Accounts by completing the Social Media Request Form on the Register and Create UWA-related Social Media Accounts Service Directory Page. 
All UWA-related Social Media Accounts, channels, groups, or networks owned by a Business Unit must —

be endorsed by the Head of that Business Unit; and

have at least two Content Administrators; and
submit a Social Media request form to BMR.

Content Administrator means a member of the University Community responsible for a University Social Media Account.

Content Administrators will be responsible for —

the content that appears on their UWA-related Social Media Account;

ensuring that the appropriate Social Media Risk Mentoring and Escalation Process are followed;

and monitoring and moderating their UWA-related Social Media Accounts for compliance with the Code of Ethics and the Code of Conduct.

All University Social Media Accounts must have a schedule for when Content Administrators are responsible for monitoring the accounts.
Before a Content Administrator with access to a University Social Media Accounts leaves, passwords must be updated and logged out of all devices.

BMR will have the authority to approve, veto, amend or withdraw University Social Media Accounts, channels, groups, networks or pages.

Social Media Account Governance 
BMR will be responsible for the overall management of Primary UWA Social Media Accounts which must be recorded on the UWA Social Media Accounts Register and in the University’s Social Media Management Platform. 
Approved Content Administrators must provide BMR with the UWA-related Social Media Account details and advise who has access to the Social Media Account so that this can be recorded on the Social Media Accounts Register.
Heads of Business Units will be accountable for the Social Media Content of UWA-related Social Media Accounts.
Business Units must have a Social Media Content Plan for all UWA-related Social Media Accounts for which they are responsible, and are required to provide this plan to BMR annually.
Accessibility

All Social Media Content, including images, videos, and text, must comply with relevant accessibility standards, and in accordance with the Web Accessibility Policy. 

Social Media Account Indemnity

Business Units will be held responsible for any claim by a third party in relation to the Social Media Content published on a UWA-related Social Media Account for which they are responsible.

Members of the University Community will be held responsible for any claim by a third party in relation to the Social Media Content published on their Non-University Social Media Account where there is an expressed or implied association with the University.

5 Terminating Social Media Accounts
Any University Social Media Account, channel, group or network that exists without prior authorisation, will be subject to review when discovered may be amended or terminated when they meet all/some of the following criteria —

account is inactive for a period of six months or more; and/or

account is related a Business Unit that is no longer operational; and/or

account is deemed by BMR for any reason to be unsuitable e.g. a brand or reputational risk for the University; and/or

account has breached the Social Media Policy with no remediation deemed suitable by the Head of Business Unit and/or BMR.

Before terminating a UWA-related Social Media Account, BMR will attempt to make contact with the Business Unit or Content Administrator responsible for the account.

BMR can terminate a Primary UWA Social Media Account without engagement from the relevant Head of Business Unit.  

The University reserves the right to restrict or to request the removal of any social media account or content that is deemed in violation of this policy.
Definitions
Business Unit is defined in the Policy Framework Policy.

Content Administrator is defined in section 4.2
Non-University Social Media Account is defined in section 3.1

Primary UWA Social Media Account is defined in section 3.1

Policy is defined in the Policy Framework Policy. 

Social Media Content is defined in section 3.2
Social Media is defined in section 3

Student is defined in the Policy Framework Policy.

University is defined Part 1 section 2 of the University of Western Australia 1911 (WA).

University Activity is defined in the Policy Framework Policy.

University Community is defined in the Policy Framework Policy.

University Information is defined the Information Protection Policy.

University Officer is defined in the Policy Framework Policy.
University Social Media Account is defined in section 3.1
UWA-Related Social Media Account is defined in section 3.1
End
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